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PEOPLE

Project Ares® by Circadence is an immersive, gamified cybersecurity training 
platform that helps novice and seasoned cyber professionals keep their skills 
sharp against evolving cyber threats. The platform uniquely combines machine 
learning, single-and multi-player exercises, and offensive and defensive 
missions that mirror real-life scenarios.

Gamified Learning

• General Awareness

• Application Security

• Bespoke Training Programs

• V/ILT / eLearning

• Role-based Security Training

Security Awareness
& Training 

• Phishing

• Vishing

• Physical

• Skills Assessment

• Augmented Resources

• Multiple Skill Sets

• On-Demand / Continuous

• Managed Delivery

• Extensive Knowledge Base

VISOSocial
Engineering



P R O C E S S

Risk &
Compliance
• Risk Management         
 Frameworks (ISO31000,     
 NCRMF, NIST etc.)

• Regulatory Compliance

• Policies & Procedures

• Integrated Risk Management

• ISO27001 & ISO 22301     
 Certifications

Security
Strategy
• Align Business &
  Security Objectives

• People, Process &      
 Technology

• Optimize  Investments in   
 Security

• Quick Wins VS Long     
 Term Plans

Unified Compliance’s Common Controls Hub, 
helps compliance professionals keep pace
with the ever-evolving regulatory demands, 
confidently manage risk, and ease resource and 
budget barriers. The UCF is the world’s largest 
library of interconnected compliance documents.

Unified ComplianceUnified Compliance

Data Security &
Privacy
• Information Classification

• DLP & RMS Policies

• Privacy Impact Assessments

• Data Governance Model

• Data Security Awareness

• Data Flow Mapping

• Current State Assessment

• IAM Framework

• Segregation of Duties  

• Use Case Definition

• Role Based Access Control 

• IAM & PAM Vendor
  Evaluation and Selection

Identity &
Access Management
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TECHNOLOGY

Application
Security
• Threat Modeling

• Static Code Analysis

• Dynamic Testing

Incident
Response
• SOC Policies & Procedures Development

• SOC CMMI Maturity Assessment

• SOC Certification (ISO 27001:2013)

• Cybersecurity Drills / Simulations

• Red Team / Blue Team Exercises

• Incident Response / Forensics
     Services Retainer

Infrastructure
Security
• Secure

• Attack

• Discover

Security Vulnerability Management Centre 
(SVMC) is a centralized repository for 
documenting and managing findings 
arising out of your security assessments.
SVMC helps security teams focus on 
finding & remediating vulnerabilities rather 
than on documentation and tracking.

ImmuniWeb is a global provider of 
Attack Surface Management, Dark Web 
Monitoring and Application Penetration 
Testing services. The ImmuniWeb AI 
Platform combines human intelligence 
with award-winning AI technology to 
offer highest quality of service and best 
value for money.

SVMC

Vulnerability Management AI Platform
NetSPI is the leader in enterprise 
penetration testing and attack surface 
management. It is transforming the 
cyber security testing industry
with tech-enabled services and 
prevention-based cyber security 
techniques. 

Penetration Testing
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